# Lesson 7 – Business Continuity and Disaster Recovery Planning

1. The Business Impact Assessment
   1. Describes the impact of disaster recovery planning on the budget
   2. Describes the impact of a disaster on business operations
   3. Is a prerequisite to the Vulnerability Assessment
   4. Is the first official statement produced after a disaster
2. The greatest advantage of a cold site is
   1. It can be built nearly anywhere
   2. Its high responsiveness
   3. Its low cost
   4. Its close proximity to airports
3. The decision whether to purchase an emergency generator is based upon
   1. Wholesale electric rates
   2. Retail electric rates
   3. The duration of a typical outage
   4. The income rate of affected systems
4. Which is the least important reason for developing business continuity and disaster recovery plans?
   1. Disasters really do occur
   2. Budgeting IT expenditures
   3. Good business practice and standard of due care
   4. Legal or regulatory compliance
5. Which of the following is NOT a concern when choosing a disaster recovery site?
   1. Regulatory requirements
   2. Physical distance
   3. Transportation requirements
   4. Access control procedures
6. The primary phases of the enterprise continuity planning implementation methodology include all of the following except:
   1. Current state assessment phase
   2. Execution phase
   3. Design and development phase
   4. Management phase
7. During the threat analysis phase of the continuity planning methodology, which of the following threats should be addressed?
8. Physical security
9. Environmental security
10. Information security
11. All of the above
12. Which of the following is considered the most important component of the enterprisewide continuity planning program?
13. Business impact assessment
14. Formalized continuity plans
15. Executive management support
16. Hotsite arrangements
17. When conducting the business impact assessment, business processes are examined relative to all but one of the following criteria:
18. Customer interruption impacts
19. Embarrassment or loss of confidence impacts
20. Executive management disruption impacts
21. Revenue loss potential impacts
22. To maximize the safety of backup media, it should be stored
    1. At a specialized off-site media storage facility
    2. At the residences of various senior managers
    3. In the operations centre in a locking file cabinet
    4. Between 50F and 60F

## Homework

1. Read chapters 15 and 16 for Business Continuity Planning, Disaster Recovery Planning in the Sybex textbook if you haven’t done so already.
2. Write a **one page** summary for BCP and DRP Security Domain to use for studying.
3. Make time to do lots of sample questions… and do them!

## Preparing for Lesson 8

1. Read chapters 9 and 10 Cryptography
2. Do you have your study notes in order?